

	
3GPP TSG-WG SA2 Meeting #137E e-meeting 	S2-2002129
Elbonia, February 24 – 27, 2020	(revision of S2-2001197)
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.503
	CR
	0400
	rev
	3
	Current version:
	16.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Replace the reference to 23.203 to the clause in 23.503 in 4.3.6

	
	

	Source to WG:
	Huawei, HiSilicon, Nokia, Nokia Shanghai Bell

	Source to TSG:
	SA2

	
	

	Work item code:
	5GS_Ph1, TEI16
	
	Date:
	2020-02-18

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	Based on the agreement addressed in the DP “TS 23.203 Endorsement” (S2-1903636), any reference to 23.203 shall be replaced by the referenced content. However, 4.3.6 still references TS 23.203.

Rev 2: The CR was approved during SA2#136AH but has to be further revised because non-session management related service capability exposure scenarios should not be mentioned in the clause containing
session management related requirements.
AF influence on traffic routing and Negotiations for background data transfer policy should also be added as non-session management related scenarios.

	
	

	Summary of change:
	Update 4.3.6 to include content defined in clause 4.7 of TS 23.203.
A new subclause is added for the non-session management related service capability exposure scenarios.

	
	

	Consequences if not approved:
	A single 5GC PCC feature is defined in both TS 23.203 and TS 23.503. 
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	This CR's revision history:
	Rev 2: The service capability exposure scenarios are now separated into session management and non-session management related scenarios. The non-session management related scenarios are added as a new subclause under 4.2 (which contains the non-session management related requirements).
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FIRST CHANGE
[bookmark: _Toc19197294][bookmark: _Toc27896447]4.2.x	Support for network capability exposure
It shall be possible to transfer information for non-session management related network capability exposure between the PCF and the AF via a NEF, which includes:
-	Management of PFDs;
-	AF influence on traffic routing (see clause 5.6.7 of TS 23.501 [2]);
-	Service specific parameter provisioning (see clause 5.20 of TS 23.501 [2] and clause 4.15 of TS 23.502 [3]);
-	Negotiations for background data transfer policy;
-	Set a background data transfer policy for a future AF session.
SECOND CHANGE
4.3.6	Support for service network capability exposure
The requirements defined in clause 4.7 of TS 23.203 [4] apply.
It shall be possible to transfer information for session management related network capability exposure between the PCF and the AF via a NEF (see clause 5.20 of TS 23.501 [2] and clause 4.15 of TS 23.502 [3]), which includes:
-	Set a chargeable party at AF session setup;
-	Change the chargeable party during the session;
-	Set up an AF session with required QoS.
END OF CHANGES

